Annual 47 C.F.R. § 64.2009(e} CPNI Certification Template

EB Docket 06-36

Annual 64.2008(e) CPN| Certification for 2012 covering the prior calendar year 2011
1. Date filed: January 30, 2012

2. Name of company(s) covered by this certification: W.A T.C.H. TV Company
3. Form 499 Filer ID: 827573

4. Mame of signatory: Thomas M. Knippen

5. Title of signatory: Wice President

8. Cerification:

I, Thomas M. Knippen certify that | arn an officer of the company named above, and
acting as an agent of the company, that | have personal knowledge that the company has
astablished operating procedures that are adeguate to ensure compliance with the
Commizsion's CPNI rulss. See 47 G F.R. £ 84.20017 &f seq.

Attached to this certification is an accompanying statement explaining how the
company’s procaedures ensure that the company is in compliance with the requirements
{including those mandating the adoption of CPNI procedures, training, recordkesping, and
supervisary review) set farth in section 64.2001 ef seq. of the Commission’s niles,

The company has not taken actions (.., proceedings instituted or petitions filed by a
company at either state commissions, the court system, or at the Commission against data
brokers) against data brokers in the past year

The company has nat received customer complainis in the past year concerning the
unauthorized release of CRNI

The company represents and wanrants that the above cerification is cansistent with 47,
C.F.R. %117 which requires truthful and accurate statements to the Commission. The campany
also acknowledgesthat false statements and misrepresentations to the Commission are

punishaki PE Title 1§r of t@ﬂde and may subject it to enforcement action,
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Attachments: Accompanying Statement explaining CPMI procedures

Explanation of actions taken against data brokers (if applicable)
Summary of customer complaints {if applicable)



W.A.T.C.H. TY COMPANY
STATEMENT OF CPNI PROCEDURES

W.ATCH TY Company has created a CPNI Policy Handbeok cantaining the following
procedures that it has adopled o cnsurs the protection of PN, The handbeok describes our procedurcs
m groaier dotail and provides practical guidance on how to protect agamst umauthorized disclosurs or wse
al CPNI, The handbook is digtributed to our emplovees during raimng aod scrves ag an important
referencs ool for our coplovers,

Duty to Proweet CPMNI

W as a communications comypranies recoumize our duiy 1o protect customer CPNIL We may not
discloge CPNT to unauthoriad persong, nor may we use CFNIIn cartain ways without consent fom our
customers, Before we can provide costomers with ther own CENI, we must authenticate the customer.

W recoatize that there are a few cases in which we can disclose CFAI without first obiaiming
customer approval:

1, Administrative use: We may use CPNI to fsfitate, ronder, bill ond collect for
CONUTIICALIONS SUrvIess,

& Protection of camier and whird pariics: W may uze CPNT to protect the interests of onr
catmpanics, such ag to prevent frand or illesal use of our systems and notwork,  Emnployees are notilicd of
the steps to take. if any, m these sorty of situations.

3 As reguired by law: We may disclose CINIf v arce reguired to by law, such as throngh
legal process (subpochas) or in reaponss to roguests by law entoreement.  Emplovees are noificd of any
steps they muat fake in these situations.

Our O Use OF CPNI

We may use CPRNT (o provide or market services 0 our existing customers. We understand that
wi are reguircd to obtain cugtomer approval prior to using CPNI in certain ways.

Marketing
We understand that we do not need to obtain customer approval betore using CIINT 1o marlwl

sorvices to our cxisting cugtomers within the categories of service to wlidch the custotacr alrcady
subscribes.

We understand that we may nol use CPNT to market services that are in 4 service catepory to
winich the customer docg not already subacribe without customer approval

We understand that wo cannol use CPNI to solicit a costomer to add a new category of service
wiihoul first oblaining the customer’s approvyal.

Wi also vudersiand that we do aot need customer consent befire nsme CTNI o market “adjunet-
to-baszic” gervices such as speed diahng, computer-provided dirsctory assistance, call monitoring, call
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If the customer requests CPNI through rogular meal, or if the custmner camot cotiply withoone of
the authentication methods aboie, we send the requested information to the customer’s address of recerd
only,

At this thne, we offor online account acecss to our YolP cugtomers only, We pasgword protect
anling access to CPNL All existing customers have cstablished passwords, and now customers cstabhsh
passwords at servies miiation. Wo do not allow customens to chooss passwords based on their readily
available Wiographical inlormation or zecount data.

Adftor a customer haz made 3 failad attempts to low into kisfhar online account, we block onbine
acress to the account for secunty puposes. Customers locked out of thar omling accouits must presont
phota identification al our office to rogain online account aceess, Furthermore, if a customer loges or
forgets his‘her online account password, the customer must present photo wontification at owr oflice to
obtain password mfonmation for the aceasnt,

Customer Motification of CPNI Righis

We provide a CPNT privacy policy to all customaers mumrally, as a bill msert m the Docomber bill.
This policy provides notification o each customer of lds/her vght to restriet use of, disclosure of, and
access (o that customr’s CPNT We maintain a list of all customers wha receive the privacy policy, the
date on which the policy is sent, and a copy of the poliey woour records for o (1) year [ollowing the
mailing of the policy. We provide additional copies of the CPNI privacy policy to all customers who
reguiat it and to all new customers upon activation of service.

 The policy containg an opt-out customer approval notcs. Custemers who do not wish to allow us
to use their CPNI to market services oulside thelr exasting servics categories, or wha do not wish to allow
us Lo share their CPNI with afliliates, have 30 days to contact us to tell us that they do not approve of this
wse, 11 e do not hear back from the custoaner wathin 30 days, we understand that woe are froe to uese their
CINT for these purposes. W understand that customers can change their option at any time by
contacting ns, and we notify our customers of this ngil.

W maingain records of the customers who received the opt-out approval netice and records of
the customers whe contacted us to opt out in accordance with owr record-keeping policies.

We understand that we must prorvide wotien notices to the FEC witldn Ave (3) busicss days il
our opt-out mechanisms do not work properly to the deares that our customers” inability to opt out is
mose than an anomaly.

Training And Discipline

W lramad all of our emplovess regarding the company’s CBM pelicies prior to the effective
date of the most recent CPNI repulations, December 3, 2007, Emplovoos avs roquared Lo allend an anmal
relraming Lo cnsurc that they undergtand the companias™ CPNL poticies and any updates to those policies.
Mew employees who will have access to CPR are traned when they jom the compames. and then atiend
the repularly-scheduled retramimy sossioms. At the conclugion of cach teaining sossion, cmployees are



tm) a detailed description of the CPNI breached, and {iv) the circwmnstances of the breach.

During the course of the vear, we compile infarmation regarding pretexier attempts o gain
nuproper access to CPNI including any breachess or attempted breaches. We include this infoomation in
our antual CPMT compliance cerificalion filed with the FCC.
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